**별첨4) 설계단계 전체 보안활동에 대한 점검 목록**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **리뷰 항목** | **중요도** | **적용 여부** | **특이사항** | **보완 계획** | **비고** |
| 1. 개발환경 보안(네트워크 보안) |  |  |  |  |  |
| 내부망, 외부망, DMZ분리 구성 | 매우 중요 |  |  |  |  |
| 2. 개발환경 보안(서버 보안) |  |  |  |  |  |
| 네트워크 서비스 관리표 작성, 운영 | 중요 |  |  |  |  |
| 서버 접근 계정 관리표 작성, 운영 | 보통 |  |  |  |  |
| 3. 개발환경 보안(물리적 보안) |  |  |  |  |  |
| 물리적 보안 항목 준수 여부 | 중요 |  |  |  |  |
| 허가되지 않은 시스템 접근 통제 | 보통 |  |  |  |  |
| 4. 개발환경 보안(개발 관련 응용 프로그램 보안)) | | | | | |
| 허가되지 않은 프로그램 통제 | 중요 |  |  |  |  |
| 허가되지 않은 시스템 접근 통제 | 중요 |  |  |  |  |
| 개발단계와 운영단계의 명확한 구분 | 중요 |  |  |  |  |
| 5. 애플리케이션 보안 설계 |  |  |  |  |  |
| 기능명세서에 보안 적용 설계 | 매우 중요 |  |  |  |  |
| 기본설계서에 보안 적용 설게 | 매우 중요 |  |  |  |  |
| 상세설계서에 보안 적용 설계 | 매우 중요 |  |  |  |  |
| 시험계획에 보안기능 시험 반영 | 매우 중요 |  |  |  |  |
| ○ : 적용됨 ◇ : 부분 적용 X : 적용 안 됨 N/A : 해당사항 없음 | | | | |  |